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Summary 

• IPv4 addresses are hierarchical with network, subnetwork, and host portions. An 
IPv4 address can represent a complete network, a specific host, or the broadcast 
address of the network. 
 

• Different addresses are used for unicast, multicast, and broadcast data 
communications. 
 

• Addressing authorities and ISPs allocate address ranges to users, who in turn can 
assign these addresses to their network devices statically or dynamically. The 
allocated address range can be divided into subnetworks by calculating and 
applying subnet masks. 
 

• Careful addressing planning is required to make best use of the available address 
space. Size, location, use, and access requirements are all considerations in the 
address planning process. 
 

• Once implemented, an IP network needs to be tested to verify its connectivity and 
operational performance. 
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